Anti-Virus WARNING...

This is a FALSE Positive -The software contains the built-in functionality to
“call-home” to verify the software registration — The anti-virus program may be
set to be suspicious of any new executable program it doesn’t recognise...

Your anti-virus program is not smart enough to recognize what is not a real
threat and what is an actual threat. It can only check for certain characteristics
that are common in malicious programs. That's how it works.

First make sure that your anti-virus program is set to simply “warn” you of
possible threats (rather than let it take action automatically).. so YOU can
decide when you trust the source of software you install..

Your Anti-Virus Program (s "Firing" a False Positive...
DO NOT let your anti-virus software "guess” what should be trusted and take
action without your approval. When your Anti-Virus pops an AV warning, you
can add the software to the "exceptions” list (allowed programs/whitelist).

With the advent of HACKERS constantly trying to circumvent security and OS
systems security, AV manufacturers have dialed up their Security Algorithms
to compensate. Because of that, AV's fire on ANY suspicious software or
activity, especially in a Windows Environment...

Lastly, | certainly wouldn't HARM my reputation by selling "infected" Software
to my valuable Customers - | doubt if I'd LAST very LONG doing something
like that to my trusting Customer base - Rest Assured, | ONLY Distribute High
Quality Software and Software Products...



